
Instructions for Allowing 3rd party cookies for Apple products 

 

Understanding cookies: 

What Are First-Party Cookies? 

First-party cookies are created by the host domain – the domain the user is visiting. These 

types of cookies are generally considered good; they help provide a better user experience and 

keep the session open. This basically means the browser is able to remember key pieces of 

information, such as which items you add to shopping carts, your username and passwords, and 

language preferences. 

What Are Third-Party Cookies? 

Third-party cookies are those created by domains other than the one the user is visiting at 

the time, and are mainly used for tracking and online-advertising purposes. They also allow 

website owners to provide certain services, such as live chats. These are not necessary but do 

help. 

First it is good to find out the version of IOS software you are running whether it is a MAC or 

iPhone or iPAD as there are different setting instructions for each. 

To do this, go to your settings, and then to the about. There will find your version of IOS. 

Some of the instructions below are version specific (version 10 or 11) 

 

 

 

 

 

 

 

 

 

 



Enabling Cookies for iPhone and iPad 
 

To enable cookies in Safari (iPhone/iPad iOS 11): 
1. Open your Settings. 
2. Scroll down and select Safari. 
3. Under Privacy & Security, turn off “Prevent Cross-Site Tracking” and “Block All 

Cookies”. 
 

Open Settings, and then select Safari 

 
 

Select Safari 

 
 



 Then change ‘Block all Cookies’ to OFF by toggling the button from green to grey. 

  
 
You must also turn off Cross-site tracking which right above the cookie button. 
Ensure both cookies and cross-site tracking are BOTH are UNCHECKED 

 

 



To enable cookies in Safari (iPhone/iPad iOS 10): 
1. Open your Settings. 
2. Scroll down and select Safari. 
3. Under Privacy & Security, select “Block Cookies”. 
4. Select “Always Allow” or “Allow from Websites I Visit”. 

 
Open Settings, and then select Safari 

 
 
Select Safari 

 
 
 
 
 
 



 

 
 
 
 
 
 
 
 
 
 
 



In IOS 10 you have some choices when you choose to allow the cookies (see arrows below). 
Any of those are fine and selection varies from Always allow to specific website you trust 
 

 
 
 
 
 
 
 



You must also turn off Cross-site tracking which right above the cookie button. 
Ensure both cookies and cross-site tracking are BOTH are UNCHECKED 
 

 
 
 
 
 
 
 
 
 
 
 
 
 
 
 
 
 
 
 
 
 
 
 
 
 
 
 
 
 
 
 
 
 
 



To enable cookies in Safari (Mac PC): 
1. Go to the Safari drop-down menu. 
2. Select Preferences. 
3. Click Privacy in the top panel. 
4. Under ‘Block cookies’ select the option ‘Allow from current websites only’ or ‘Allow from website 

I visit’ 
5. For increased security, once you have finished using the site, you may change the Privacy setting 

back to Always if desired. 
 

 

 

OR 
 

 

 

You must also turn off Cross-site tracking which right above the cookie button. 
Ensure both cookies and cross-site tracking are BOTH UNCHECKED 
 

 



 

 

 

 

 

 

 

 

 

 

 

 

 

 

 

 



To enable cookies in Google Chrome (on Mac): 
1. Open Chrome preferences click on Settings, then Show Advanced Settings. 
2. Under Privacy, click on Content Settings. 
3. Make sure “Block third-party cookies and site data” is not checked 

 

 
 
 
Next click on Privacy and Security 
 

 
 

 

Click on Cookies and other site data 



 

 

Click Allow all Cookies to allow all cookies 



 

 

OR 

 For security protection you may block all sites for cookies EXCEPT ones you specify  

 



 

Once you click “add” the next screen will ask you to add a website. 

Here is where you can specify the RCMPVA membership site as shown in the next figure 



 

You should now see the new site added and allowed to use cookies while blocking all others 

 

 

 

 


